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INTERNSHIP PROGRAM FOR THE FIELD OF STUDY
CYBERSECURITY
First-cycle studies (practical profile)
1. Objectives of the Internship
The primary objective of the internship is to educate students in an environment where they can apply the knowledge they have acquired in practice.
Professional internships undertaken by first-cycle students in the field of Cybersecurity are intended to enable them to verify the knowledge they have acquired with regard to theories and methods applied in political science and public administration, as well as to acquire practical skills in using this knowledge in their future work with individuals and institutions for whom they will provide services.
During the internship, students should also have the opportunity to demonstrate or acquire the appropriate social competences necessary for performing their profession.
The overarching objective of the internship is to familiarize students with the nature of the profession performed within the specific context of the institution or organization that employs graduates of first-cycle studies in political science and public administration.
2. Learning Outcomes Expected to Be Achieved by Students During the Internship
Knowledge
1. The student knows the objectives and tasks carried out by the institution and understands the place, role, and professional responsibilities of the individuals working there.
2. The student is familiar with the tools and methods used to perform practical tasks, as well as the types of structures of social institutions and economic entities in which the internship takes place.
3. The student knows the principles of professional ethics and the regulations governing work in the institution where the internship is undertaken.
Skills
1. The student is able to properly analyse the causes, course, and effects of social processes and phenomena relevant to the field of study as observed in the institution.
2. The student can use instruments and methods appropriate for performing specific professional tasks.
3. The student can appropriately apply norms relevant to the performance of specific professional duties.
Social Competences
1. While performing assigned duties, the student demonstrates an appropriate professional attitude and responsibly assesses the limits of their own professional competence.
2. The student is ready to recognise the importance of knowledge in solving theoretical and practical problems encountered in the activities of the institution in which the internship is undertaken.
3. The student adheres to the principles of professional ethics and uses academic knowledge acquired during their studies to solve practical professional problems.
3. Program Content
Program content implemented during the internship should reflect the nature of tasks assigned to graduates of first-cycle studies in political science and public administration. Tasks may include:
· analytical tasks,
· forecasting,
· advisory tasks,
· recruitment activities,
· administrative tasks,
· preparing opinions and expert reports,
· academic research,
· and others.
Students should familiarize themselves with occupational health and safety regulations applicable in the institution.
Regardless of the type of organization, the student should become acquainted with the general objectives and tasks carried out by the institution.
Students should be informed of the rules governing their professional duties in relation to supervisors and co-workers.
They should also be acquainted with the principles governing the establishment of professional relationships with colleagues and have the opportunity to practise these principles.
Students must become familiar with ethical standards and legal regulations relevant to work performed in the institution, taking into account the specificity of political science and public administration, as well as the tasks assigned to them. A qualified employee should supervise correct task performance and adherence to these principles.
Students should have the opportunity both to observe professional activities performed by employees of the institution and to independently practise at least some of these activities.
They should be given the opportunity to apply their academic knowledge to solve specific practical problems. In the content provided to students, emphasis should be placed on the link between academic knowledge and its practical application. Students should also develop humility and an awareness of the limits of their own competences.
The supervisor in the institution should motivate the student to perform assigned duties diligently and responsibly, emphasizing prosocial motivation.
4. Internship Workload
Internships take place in an institution approved by the university supervisor.
The required internship workload for the practical profile field of cybersecurity is 720 hours.
Internships may be completed in more than one institution, provided the total number of hours is not less than 720.
5. Placement of Internships in the Study Plan
Internships may be conducted from the third semester onward.
Internship completion is assessed at the end of the sixth semester.
6. Methods of Verifying and Assessing the Learning Outcomes
Verification of learning outcomes is conducted by the institutional internship supervisor or the university internship supervisor.
The student records daily tasks in the Internship Log and assigns the corresponding learning outcome codes. More than one outcome may be associated with a task.
The institutional supervisor verifies correctness of the assigned outcomes and assigns work consistent with the program and enabling achievement of all required outcomes.
The supervisor confirms achievement (pass) or non-achievement (fail) of outcomes in the logbook.
The institutional supervisor prepares a final opinion on the student and the internship.
The university supervisor reviews the Internship Log, verifies hours, evaluates outcome alignment, reviews the final opinion, and decides on internship completion. The documentation is forwarded to the Student Services Office.
7. Documentation of Internship Progress
Required documentation includes:
1. Internship Referral,
2. Internship Agreement,
3. Internship Log,
4. Internship Completion Protocol.
The Internship Log must contain:
· start and end dates,
· name of the institution,
· details of the institutional and university supervisors,
· list of expected learning outcomes with codes,
· scope of duties,
· daily record of tasks with corresponding outcome codes and supervisor confirmation,
· final opinion and remarks of the institutional supervisor.
8. Criteria for Institutions Hosting Internships
The institution must offer the opportunity to conduct the internship. The form of employment is irrelevant; what matters is that supervision, observation, and verification of learning outcomes are possible.
Infrastructure must support the performance of professional tasks, and occupational health and safety standards must be met.
University representatives verify compliance before signing the Agreement. Supervisors maintain contact with institutions and may conduct visits.
In case of concerns, the university supervisor must verify them and report to the Dean. In cases of serious violations, the Rector terminates the Agreement.
9. Rules for Approving Internships Chosen Individually by Students
Students may choose their own internship institution, provided it meets all requirements. The university supervisor assesses its suitability and formally approves the placement by signing the Internship Referral before the internship begins.
10. Conditions for Qualifying a Student for Internship
The student submits a proposal to the university supervisor, who evaluates it based on relevant regulations. Qualification is granted upon signing:
a) the Internship Agreement between the university and the institution, and
b) the individual Internship Referral.
Both documents are signed by the university supervisor on behalf of the Rector. Project-based internships are carried out from the third semester, subject to study regulations.
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